Records Management Procedures
Subject:   Sensitive and Confidential Records 


Responsibility
Action
Department Liaison
1.
Evaluate records to determine which may be sensitive in nature.

a.
An entire group of records, or a particular set of documents may be classified as sensitive. 

b.
Prepare list of records to be considered.

c.
Submit to Department Head.

Department Head
2.
Verify sensitive record list.

a.
Does this record contain information that should not be released to the public?

b.
Does access to this record need to be restricted?

c.
Why should access to this record be restricted?

3.
Notify Records Management of all records considered sensitive in nature.

a.
Provide a full description of identified record.

b.
Include a concise reason why you think access should be restricted or record must be kept in a secure manner.

Records Management
4.
Evaluate and identify critical records.

a.
Determine current security of record and appropriate destruction methods.

b.
Discuss with Legal appropriate need to maintain security over a record.

c.
May necessitate meeting with Records Management Committee.

5.
Meet with Department Head and discuss recommendations.

a.
Make arrangements for retaining this records in a secure manner while active.

b.
Recommend suggestions for retaining security while inactive.

c.
Provide information on alternative destruction methods, if available.

Department Head
6.
Provide cost analysis to determine needs for potential additional security of record while active and cost of secure destruction of record.

a.
These potential costs will need to be figured into your budget if they already are not.
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